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2.�Consistent remediation guidance enables collaboration and remediation. By leveraging a uni�ed taxonomy across both static and dynamic 
testing methods, developers are presented with results that share recommendation advice and security mappings. 

Customer Value 
By using software that uses developer-friendly language, developers won’t need to spend as much time training to understand the reports. 
This allows them to spend less time researching vulnerabilities and more time remediating them. 

Real-World Example 
With DevOps methodologies becoming more and more prevalent, application security is becoming a team sport. Development, operations, 
and security teams require that the tools leveraged at various stages of the SDLC provide consistent vulnerability detail. By leveraging Fortify 
static and dynamic testing technologies, underpinned by a common vulnerability taxonomy, teams can collaborate on vulnerabilities in a clear 
and concise manner. 

3.�Powerful prioritization reduces the noise. All vulnerabilities are not created equal. A weakness which is identi�ed via source code analysis 
may be mitigated outside of code, leading to a lower net risk score. By layering dynamic analysis on top of static analysis, customers gain a 
valuable additional risk metric which allows them to see a more complete real-world risk picture. 

Customer Value 
It is not realistic to remediate all �ndings. Modern application security professionals are faced with di�cult decisions when deciding which 
issues to �x, and which to defer. By leveraging a uni�ed taxonomy across both static and dynamic testing, customers can gain an additional 
metric that allows them to choose which �ndings should be remediated �rst. Overall security posture is enhanced, and developers are able 
to use their time more e�ciently by focusing on the most important �ndings �rst. 

Real-World Example 
Modern application security programs use a wide range of technologies and practices to mitigate risk. While static analysis does a great job 
of identifying a deep and broad set of vulnerability categories, it cannot account for production application context. An organization protecting 
XSS via a WAF may rightfully place a higher priority on remediating a non-WAF-protected vulnerability, like unsafe deserialization. 

4.�Layered defense provides a safeguard. Static analysis provides excellent coverage, but it cannot be run against production environments 
where con�gurations and deployment options may have an enormous impact on the applications overall risk posture. Dynamic analysis allows 
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