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This attachment is attached to and forms part of the Data Processing Addendum between Open Text and 

�&�X�V�W�R�P�H�U�����³�'�3�$�´�������8�Q�O�H�V�V���R�W�K�H�U�Z�L�V�H���G�H�I�L�Q�H�G���L�Q���W�K�L�V��attachment, capitalised terms used in this attachment 

have the meanings given to them in the DPA. 
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Standard Contractual Clauses 

(Transfer Processor-to-Processor) 
Swiss Amendments to the EEA Standard Contractual Clauses 

 
 

In the case of a Swiss Restricted Transfer where these Processor to Processor standard contractual clauses 

apply, they shall be deemed amended as follows: 

a) References to the GDPR shall be understood as references to the Swiss Federal Act on Data Protection (as 

such laws are amended or re-enacted from time to time) ���³FADP�´���� 

b) �,�Q���$�Q�Q�H�[���,���&���W�K�H���³�F�R�P�S�H�W�H�Q�W���V�X�S�H�U�Y�L�V�R�U�\���D�X�W�K�R�U�L�W�\�´���L�V���W�K�H���)�H�G�H�U�D�O���'�D�W�D���3�U�R�W�H�F�W�L�R�Q���D�Q�G���,�Q�I�R�U�P�D�W�L�R�Q 

Commissioner; 

c) Where the transfer is subject to both the FADP and the GDPR, the supervisory authority is the Swiss 

Federal Data Protection and Information Commissioner insofar as the transfer is governed by the FADP, 

and the supervisory authority is as set forth in the EEA Standard Contractual Clauses insofar as the transfer 

is governed by the GDPR; 

d) Clause 18 (c) shall be interpreted to permit data subjects in Switzerland to bring legal proceedings in 

Switzerland 

e) T�K�H���W�H�U�P���³�S�H�U�V�R�Q�D�O���G�D�W�D�´���V�K�D�O�O���L�Q�F�O�X�G�H���W�K�H���G�D�W�D���R�I���O�H�J�D�O���H�Q�W�L�W�L�H�V���W�R���W�K�H���H�[�W�H�Q�W���V�X�F�K���G�D�W�D���L�V���S�U�R�W�H�F�W�H�G���X�Q�G�H�U��

the FADP. 



https://eur-lex.europa.eu/legal-content/EN/AUTO/?uri=OJ%3AL%3A2018%3A295%3ATOC




Appendix 5 �± EEA Processor to Processor Clauses 

The Information Company 5 

 

 

 
 
 
 

Clause 6 

Description of the transfer(s) 

The details of the transfer(s), and in particular the categories of personal data that are transferred and the 

purpose(s) for which they are transferred, are specified in Annex I.B. 

 
Clause 7 

Docking clause 

a) An entity that is not a Party to these Clauses may, with the agreement of the Parties, accede to these 
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nature, scope, context and purpose(s) of processing and the risks involved in the processing for the 

data subject. The Parties shall in particular consider having recourse to encryption or 

pseudonymisation, including during transmission, where the purpose of processing can be fulfilled in 

that manner. In case of pseudonymisation, the additional information for attributing the personal data 

to a specific data subject shall, where possible, remain under the exclusive control of the data 

exporter or the controller. In complying with its obligations under this paragraph, the data importer 

shall at least implement the technical and organisational measures specified in Annex II. The data 

importer shall carry out regular checks to ensure that these measures continue to provide an 

appropriate level of security. 

b) The data importer shall grant access to the data to members of its personnel only to the extent strictly 

necessary for the implementation, management and monitoring of the contract. It shall ensure that 

persons authorised to process the personal data have committed themselves to confidentiality or are 

under an appropriate statutory obligation of confidentiality. 

c) In the event of a personal data breach concerning personal data processed by the data importer 

under these Clauses, the data importer shall take appropriate measures to address the breach, 

including measures to mitigate its adverse effects. The data importer shall also notify, without undue 

delay, the data exporter and, where appropriate and feasible, the controller after having become 

aware of the breach. Such notification shall contain the details of a contact point where more 

information can be obtained, a description of the nature of the breach (including, where possible, 

categories and approximate number of data subjects and personal data records concerned), its likely 

consequences and the measures taken or proposed to address the data breach, including measures 

to mitigate its possible adverse effects. Where, and in so far as, it is not possible to provide all 

information at the same time, the initial notification shall contain the information then available and 

further information shall, as it becomes available, subsequently be provided without undue delay. 

d) The data importer shall cooperate with and assist the data exporter to enable the data exporter to 

comply with its obligations under Regulation (EU) 2016/679, in particular to notify its controller so that 

the latter may in turn notify the competent supervisory authority and the affected data subjects, taking 

into account the nature of
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Clause 10 

Data subject rights 

a) The data importer shall promptly notify the data exporter and, where appropriate, the controller of any
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scope of application of Regulation (EU) 2016/679 in accordance with its Article 3(2) without however 

having to appoint a representative pursuant to Article 27(2) of Regulation (EU) 2016/679: The 

supervisory authority of one of the Member States in which the data subjects whose personal data is 

transferred under these Clauses in relation to the offering of goods or services to them, or whose 

behaviour is monitored, are located, as indicated in Annex I.C, shall act as competent supervisory 

authority. 

b) The data importer agrees to submit itself to the jurisdiction of and cooperate with the competent 

supervisory authority in any procedures aimed at ensuring compliance with these Clauses. In 

particular, the data importer agrees to respond to enquiries, submit to audits and comply with the 

measures adopted by the supervisory authority, including remedial and compensatory measures. It 

shall provide the supervisory authority with written confirmation that the necessary actions have been 

taken. 

 

SECTION III – LOCAL LAWS 



Appendix 5 �± EEA Processor to Processor Clauses 

The Information Company 13 

 

 

 
 
 
 

 
(ii) the laws and practices of the third country of destination �± including those requiring the disclosure 

of data to public authorities or authorising access by such authorities �± relevant in light of the 

specific circumstances of the transfer, and the applicable limitations and safeguards;5 

(iii) any relevant contractual, technical or organisational safeguards put in place to supplement the 

safeguards under these Clauses, including measures applied during transmission and to the 

processing of the personal data in the country of destination. 

c) The data importer warrants that, in carrying out the assessment under paragraph (b), it has made its 

best efforts to provide the data exporter with relevant information and agrees that it will continue to 

cooperate with the data exporter in ensuring compliance with these Clauses. 
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prohibit the return or deletion of the transferred personal data, the data importer warrants that it will 

continue to ensure compliance with these Clauses and will only process the data to the extent and for 

as long as required under that local law. 

e) Either Party may revoke its agreement to be bound by these Clauses where (i) the European 

Commission adopts a decision pursuant to Article 45(3) of Regulation (EU) 2016/679 that covers the 

transfer of personal data to which these Clauses apply; or (ii) Regulation (EU) 2016/679 becomes 

part of the legal framework of the country to which the personal data is transferred. This is without 

prejudice to other obligations applying to the processing in question under Regulation (EU) 2016/679. 

 
Clause 17 

Governing law 

These Clauses shall be governed by the law of one of the EU Member States, provided such law allows 

for third-party beneficiary rights. The Parties agree that this shall be the law of the Netherlands. 

 
Clause 18 

Choice of forum and jurisdiction 

a) Any dispute arising from these Clauses shall be resolved by the courts of an EU Member State. 

b) The Parties agree that those shall be the courts of the Netherlands. 

c) A data subject may also bring legal proceedings against the data exporter and/or data importer before 

the courts of the Member State in which he/she has his/her habitual residence. 

d) The Parties agree to submit themselves to the jurisdiction of such courts. 
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ANNEX I 

A - LIST OF PARTIES 
Where there is a Restricted Transfer, Customer is a Processor and Open Text is a Processor, then 

Customer is the data exporter and Open Text is the data importer. 

See Principal Agreement for the following information in respect of each party: name; address; contact 

person's name, position and contact details. 

See Description of Transfer Appendix of the Data Processing Addendum between Open Text and 

Customer ���³�'�3�$�´�� for activities relevant to the data transferred under these Clauses. 

 
B- DESCRIPTION OF TRANSFER 
See Description of Transfer Appendix of the DPA. 

 
C- COMPETENT SUPERVISORY AUTHORITY 
The supervisory authority shall be the competent supervisory authority that has supervision over the 

Customer in accordance with Clause 13 of the EEA Processor to Processor SCCs. 

 

ANNEX II 

TECHNICAL AND ORGANISATIONAL MEASURES INCLUDING 
TECHNICAL AND ORGANISATIONAL MEASURES TO ENSURE THE 
SECURITY OF THE DATA 
See Technical and Organisational Measures of the DPA. 
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