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OpenText™ Axcelerate™ Sensitive  
Data Detection, Protection and Redaction
Easily detect and permanently redact sensitive data in all forms  

In eDiscovery, investigations and regulatory compliance 
matters, sensitive data must be protected to minimize risk 
and negative exposure. Such data can include that which 
contributes to the identity of individuals protected under data 
privacy regulations, attorney-client privilege communications 
and confidential information, including trade secrets, patents, 
regulatory filings, potential M&A activity and more.  

OpenText™ Axcelerate™ includes robust capabilities to 
safeguard sensitive data across all forms (e.g., documents, 
email, Microsoft® Excel® and chat) and features designed to 
redact sensitive data permanently and irrevocably.  

Sensitive data detection 

Feature Description

Pre-configured 
library of  
common patterns

Quickly identify personal data such as Social Security 
numbers, credit card numbers, email addresses, birth dates, 
etc., wherever they reside. The pre-configured patterns 

The ability to detect 
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